HQDA Ltr 37-97-1

SEE DISTRIBUTION

SAFM-FOI  (9 July 1997)                                                     14 August 1997

Expires 14 August 1999

SUBJECT:  Government Travel Charge Card Program

1.  Purpose.  This letter provides Army implementing instructions for the Government Travel Charge Card Program, currently executed under contract by American Express Travel Related Services Company, Inc. (the contractor).  It augments Department of Defense (DOD) guidance on the Government Travel Charge Card Program published in Volume 9 (Travel Policy and Procedures) of the DOD Financial Management Regulation.  These instructions follow the sequence of guidance in Volume 9 and will be updated as needed.

2.  Proponent and exception authority.  The proponent of this letter is the Assistant Secretary of the Army (Financial Management and Comptroller) (ASA(FM&C)).  The ASA(FM&C) has the authority to approve exceptions to this letter that are consistent with controlling law and regulation.  The ASA(FM&C) has delegated this approval authority to the Deputy Assistant Secretary of the Army (Financial Operations) without further delegation.

3.  References.


a.  DOD Financial Management Regulation, Volume 9 (Travel Policy and Procedures), December 1996.


b.  Defense Finance and Accounting Service (DFAS)-Indianapolis Center Regulation 37-1, Finance and Accounting Policy Implementation, 18 September 1995, section XIV (paras 39-55 through 39-61 are superseded by reference 3a). 


c.  All Headquarters, Department of the Army (HQDA), policy/guidance 

messages from ASA(FM&C) on the Government Travel Charge Card Program (these are superseded by reference 3a and this HQDA letter).


d.  American Express Reference Manual for Program Coordinators, 1993 (distributed to program coordinators at major Army command (MACOM) and activity levels).


e.  HQDA memorandum, 9 April 1997, Office of the Assistant Secretary of the Army (Manpower and Reserve Affairs), subject: Government Travel Charge Card--Employee Relations Bulletin # 86 (distributed to MACOM and operating Civilian Personnel Directors and independent reporting activities and enclosed here as appendix A).

4.  Explanation of abbreviations.


a.  ASA(FM&C)----
Assistant Secretary of the Army (Financial





Management and Comptroller)


b.  ATM-------------
automated teller machine


c.  CBA-------------
centrally billed account


d.  DFAS-----------
Defense Finance and Accounting Service


e.  DOD-------------
Department of Defense


f.  EFT-------------
electronic funds transfer 


g.  HQDA----------
Headquarters, Department of the Army


h.  MACOM-------
major Army command


i.  PCS-------------
permanent change of station


j.  SSN-------------
social security number


k.  TDY-------------
temporary duty


l.  UCMJ------------
Uniform Code of Military Justice

5.  Responsibilities.


a.  The ASA(FM&C) establishes Army policy and procedures for the Government Travel Charge Card Program.  The Army program manager is the

Director for Financial Reporting and Internal Review, Office of the Deputy Assistant Secretary of the Army (Financial Operations).  The Army program manager will--



(1)  Issue Army operating instructions and exercise management oversight over the program.



(2)  Represent HQDA with MACOMs in all program management matters, to include policies and procedures, program management problems and issues, and problems with the contractor.



(3)  Represent the Army in all program management matters involving the Office of the Under Secretary of Defense (Comptroller), to include program policy, procedures, and operations.



(4)  Represent the Army in all program management matters involving the contractor, to include establishing the Army's hierarchy of control accounts, obtaining and analyzing Army-level data on card usage, and identifying program problems and corrective actions.


b.  While the actual terms of the contract govern, the contractor will normally be obligated to--



(1)  Establish control accounts for activities and cardholder accounts for individuals.



(2)  Provide initial reference materials to new program coordinators.



(3)  Provide training (within their capability) to cardholders and program coordinators.



(4)  Provide monthly billing statements to cardholders.



(5)  Provide standard monthly reports to all program coordinators and provide monthly management-level reports to the Army program manager and MACOM program managers.



(6)  Cancel the accounts of cardholders who separate from the Army, with proper notification from the losing organization's program coordinator.



(7)  Transfer the accounts of cardholders who are reassigned to another MACOM, with proper notification from the losing MACOM's program coordinator.



(8)  Transfer the accounts of cardholders who are reassigned within a MACOM, with proper notification from the gaining or losing organization's program coordinator.



(9)  Suspend or cancel the accounts of cardholders who misuse their cards or who fail to resolve delinquent account balances, with proper notification from the program coordinator (if at the unit's request) or after proper notification to the program coordinator through a suspension or cancellation report (if at the contractor's initiative).


c.  The MACOM commanders will--



(1)  Actively support the travel charge card program.



(2)  Provide guidance to subordinate commands, installations, and activities, as needed.      



(3)  Designate a MACOM program manager to oversee the operation of the Government Travel Charge Card Program within the command.  The MACOM program manager will be the deputy chief of staff for resource management or a comparable management-level official (no lower than colonel or GS-15). 



(4)  Have the authority to exempt command personnel who would otherwise be eligible for the travel charge card (that is, within the established eligibility criteria, they have the authority to determine who will be issued a travel charge card).  MACOM commanders may delegate this authority to subordinate commanders and supervisors.


d.  The MACOM program managers will--



(1)  Initially establish the MACOM travel charge card program, to include-- 




(a)  Designating the activities that will operate their own travel charge card programs with assigned control account numbers.  Each designated activity will appoint a program coordinator.




(b)  Determining the total number of control account numbers required.




(c)  Providing the following to the contractor: the number of activity control account numbers needed; the name, business address, and commercial telephone number of each activity's program coordinator; and the total number of applications needed.



(2)  Establish appropriate MACOM procedures, as needed.



(3)  Actively manage the travel charge card program, to include monitoring the MACOM's performance with monthly reports provided by the contractor, keeping the MACOM commander informed, and directing subordinate activities to take appropriate corrective action.


e.  Activity program coordinators will--



(1)  Obtain applications, reference/implementation manuals, and other materials from the contractor needed to initially establish the activity's travel charge card program.



(2)  Obtain DOD or Army training materials and ensure that adequate training is provided to all cardholders within the activity.



(3)  Obtain additional travel charge card applications as needed, distribute them to eligible personnel, mail or fax completed applications to the contractor, and provide any additional information required by the contractor.



(4)  Cancel the travel charge cards of cardholders who leave the Army through discharge, reassignment, retirement, or death and initiate action to transfer any delinquent account balances to the Army-level "Separated" account. 



(5)  Initiate action to transfer the accounts of cardholders who are reassigned to other organizations, either within the MACOM or to other MACOMs.



(6)  Review monthly contractor reports on card usage and the status of cardholder accounts and take appropriate action, to include:  reconciling reports on card usage (on a random or selective basis) with travel orders, advising first-line supervisors about apparent cardholder misuse or delinquency, maintaining appropriate documentation on instances of misuse or delinquency and keeping the activity commander or manager fully informed.



(7)  Inform the contractor of changes in program coordinators, as needed, to include address, telephone numbers, and other pertinent data.


f.  Supervisors will take appropriate action if cardholders' accounts become delinquent or if there are clear indications that they have misused their travel charge cards (for example, unauthorized charges or unauthorized automated teller machine (ATM) use).


g.  Cardholders will abide by the terms and conditions contained in the cardholder agreement with the contractor (that is, the "Agreement Between Agency/Organization Employee and American Express Travel Related Services Company, Inc.") and the Statement of Understanding maintained on file by the program coordinator. 

6.  Travel advances.  See paragraph 020302 of Volume 9.  Travel orders must identify the traveler as a Government travel cardholder or non-cardholder.  This cardholder status determines whether the traveler will get a travel advance through automated teller machines (ATMs) or through electronic funds transfer (EFT).  Supervisors may authorize emergency cash advances in limited situations where no other process is available to accomplish the mission.


a.  The term "cardholder" includes those individuals who have a valid travel charge card and those who are authorized to have a travel charge card but have elected not to.  Cardholders will obtain their travel advances only through ATMs.


b.  The term "non-cardholder" includes those individuals who have been denied a travel charge card and those whose travel charge cards have been suspended or canceled because of misuse or delinquency.  Non-cardholders may obtain advances for official travel only through EFT when authorized by their supervisor.


c.  Individuals who decline to have a travel charge card for religious reasons can request a waiver to paragraph 6a above and be considered as a non-cardholder.  Requests should submitted in writing through the local program coordinator for approval by the MACOM program manager.    

7.  Policy.  See paragraph 0301 of Volume 9.


a.  Proper use of the travel charge card.  Army military and civilian personnel are authorized to use the travel charge card only for necessary and reasonable expenses incurred for official travel as authorized and validated by travel orders.  Use of the travel charge card is further limited to those travel expenses for which the cardholder is entitled to reimbursement (for example, it should not be used for expenses incurred under permissive temporary duty (TDY)).


b.  Prompt payment of charges.  The travel card is a charge card, not a credit card -- the  cardholder is not entitled to carry account balances forward.  Cardholders are liable for all unpaid charges to their accounts and must pay their account balances within 30 days of the closing date on the contractor's billing statement.  Cardholders are not liable for charges that are in dispute (while the contractor is investigating these charges) or for charges where the travel charge card has been promptly reported as lost or stolen.  Cardholders who are unable to pay their account balance on time should contact the contractor about arranging a repayment schedule and should advise their program coordinator.


c.  Command involvement.  The Army is not liable for charges incurred on a cardholder's travel charge card.  This does not mean, however, that commanders and supervisors should adopt a "hands-off" approach regarding use of the travel charge card by their personnel.  This card is the primary means within DOD for obtaining up-front funding for mission TDY travel.  For this reason, it is an asset that must be protected.  Cardholders whose cards are canceled for misuse or delinquency can suffer significant adverse consequences (for example, their personal credit rating will be affected, their ability to perform mission TDY travel may be hindered, and they may be subject to disciplinary action).


d.  Special travel circumstances.  The travel charge card program is designed primarily for use on normal "business" travel.  Travelers and their units can minimize delays in the reimbursement of travel expenses by submitting complete and accurate travel claims in a timely manner (to include transmission by facsimile).  Due to the nature of the Army's mission, however, TDY travel may involve special circumstances that can adversely impact on the traveler, such as minimal advance notice, long duration, or duty in areas where ATM availability or retail merchant acceptance is minimal or non-existent.  Units can avoid or minimize these adverse impacts through prior planning and coordination with their supporting DFAS Defense Accounting Office, DFAS Operating Location, or Army finance and accounting office.  For example:



(1) Units that frequently have short-notice TDY travel can make prior arrangements with their supporting finance and accounting activity to expedite the payment of travel advances by EFT directly to the individual's pay account.



(2) Units that frequently have TDY travel of long duration can work with their supporting accounting office to develop a "TDY packet" of instructions, blank forms, and examples of completed vouchers.  This will assist travelers in filing the interim vouchers required every 30 days by Volume 9 (paragraph 020303A) and in obtaining timely reimbursement for expenses.


e.  Permanent change of station.  While DOD policy permits the use of the travel charge card for permanent change of station (PCS) moves, it is discouraged within the Army.  Use of the travel charge card is not necessary on PCS moves, as the traveler generally has ample time to plan for and obtain an adequate travel advance.  More importantly, the risk of cardholder delinquency is greater, given the substantial amount of travel expenses involved and the difficulty of filing interim travel claims (and getting reimbursement) while in a travel status for an extended period of time (for example, PCS with leave en route). 

8.  Eligibility.  See paragraph 030304 of Volume 9.


a.  The Army does not require that the travel charge card be issued to all military and civilian employees.  Instead, within the eligibility constraints cited in paragraph 030304 of Volume 9, MACOM commanders have the authority to determine who will be issued a travel charge card, and may delegate this authority to subordinate commanders and managers.


b.  The travel charge card is limited to permanently assigned military and civilian personnel.  Temporary employees are not eligible for the travel charge card.


c.  The contractor's application requires a valid social security number (SSN).  Local National employees and others without a valid SSN are not eligible. 

9.  Unit travel cards.  See paragraph 030306B of Volume 9.  Unit cards are a type of centrally billed account (CBA) and, as such, the Government, not the individual traveler, is liable for the account balance.  Unit cards allow commanders to provide transportation, lodging, and meals for groups of travelers and for travelers who have been denied an individual travel charge card.  Each unit card may include up to 99 supplemental accounts, which may be assigned to individuals in plastic card form (these cards will be embossed with the individuals' names, not the unit name).  Unit cards may include features such as ATM withdrawal and "ATM-In-Your-Pocket" travelers checks.  However, units are responsible for paying the account balance, which is subject to prompt payment interest penalties, and must reconcile the contractor's monthly billing statement before forwarding it to their servicing finance office for payment.  Within the Army, MACOM program managers are hereby authorized to approve the establishment of unit cards.  To establish unit cards, MACOMs should contact the contractor's CBA manager (see para 20a(3)).   

10.  Misuse.  See paragraph 030308 of Volume 9.  The DOD requirement for program coordinators to reconcile the contractor's monthly reports on card usage with the organization's travel orders/travel log is not intended as a requirement for a 100 percent monthly reconciliation of all cardholder charges.  Program coordinators are expected to use sound judgment and common sense to conduct

this reconciliation in a reasonable and efficient manner.  Methods could include reconciling a random sample of travel charges or reconciling travel charges selected on the basis of some indicator (for example, a large amount of ATM withdrawals or retail charges, the location of the retail charges, the nature of the merchant involved).  The intent is for the program coordinator to use the information provided in the contractor’s monthly reports to ensure that apparent cases of card misuse are identified, reviewed, and resolved.      

11.  Training.  See paragraph 030309 of Volume 9.  The DOD goal is for all cardholders to receive annual training on the basic rules on the program and their responsibilities and obligations.  How this training is conducted or provided is left to MACOM discretion.  The  MACOM program managers and program coordinators are  encouraged to accomplish this training using any efficient and cost-effective methods, so long as that approach is consistent with a clear signal of strong command emphasis and support.  Training materials have been distributed to MACOMs and are available on the ASA(FM&C) Home Page (http://www.asafm.army.mil), under the "Travel Card" button.  The contractor is also available to conduct on-site training if a sufficient number of personnel are involved.  To arrange this training, MACOMs should contact the contractor's Government Account Manager for the Army (see para 20a(2)).   

12.  ATM cash withdrawals.  See paragraph 030403 of Volume 9.


a.  Withdrawal limits.  Cash withdrawals from ATMs are limited to $600 per month, provided the cardholder's account is current.  Program managers at MACOMs are hereby authorized to establish a lower ATM cash withdrawal limit, so long as this lower limit is MACOM-wide in its application and is no lower than $250 per month.  To establish more restrictive monthly ATM limits, MACOMs should contact the contractor's Government Account Manager for the Army (see para 20a(2)).  The cardholder's ability to make ATM withdrawals, however, is still subject to transaction limitations established by each local bank's ATM withdrawal policy.


b.  Temporary increases.  Within the Army, cardholders who have a valid need (for example, for extended travel or travel outside the continental United States) can request that this limit be temporarily increased for a specific TDY trip.  Procedures for requesting temporary increases are as follows:



(1)  Cardholders can request that their ATM withdrawal limit be temporarily increased up to $4,000 per month by contacting the contractor's Phoenix Operations Center (see para 20a(1)).  The contractor can implement this

change within 48 hours after notification and will authorize the new amount if the cardholder's account is current.  Based on the information provided about the TDY location and duration, the contractor will terminate the temporary increase in the ATM withdrawal limit upon completion of the cardholder's travel.



(2)  The MACOM program managers are hereby authorized to establish more restrictive provisions, so long as they are MACOM-wide in their application.  For example, MACOMs can require that their cardholders go through the MACOM program manager, the MACOM program coordinator or the local program coordinator to request a temporary increase in the ATM withdrawal limit.  The MACOM program managers can also require such restrictions for requested increases above a stated threshold amount (for example, any temporary increases greater than $2,000).  To establish more restrictive measures, MACOMs should contact the contractor's Government Account Manager for the Army (see para 20a(2)).    



(3)  Requests for temporary increases above $4,000 per month must be approved by HQ DFAS.  These requests must be endorsed by the MACOM program manager and submitted through the Army program manager.  No action will be taken on such requests that do not have the endorsement of the MACOM program manager.  No action will be taken by the contractor on such requests that do not have the required approvals by both the Army program manager and HQ DFAS.


c.  Permanent increases.  There is no provision under DOD policy for permanent increases to the ATM withdrawal limit.  All requests to increase this limit are considered temporary and must be tied to specific travel completion dates.

13.  Delinquencies.  See paragraph 030407 and 030505 of Volume 9.  The DOD policy in Volume 9 requires that program coordinators provide appropriate written notification to the cardholder's supervisor/chain of command within 5 working days after receipt of the contractor's delinquency report.  Program coordinators should use the form letters provided in appendix A of Volume 9 or an equivalent method to meet this requirement. 

14.  Program hierarchy.  See paragraph 030501B of Volume 9.


a.  Requirement.  Working with the contractor, MACOMs will establish a structure of control accounts that reflects the MACOM's organization structure.  This does not mean that every individual unit must have its own separate control account but, rather, that the structure of control accounts must be compatible with the MACOM's organization structure.  For example, a single control account can be established for an entire division or, if the commander prefers, for each brigade or battalion within that division.


b.  Monthly reports.  Based on the established structure of control accounts, the contractor will provide standard monthly reports on cardholders directly to the activity-level program coordinator, with summary level monthly reports going to higher headquarters within the control account structure.  This approach ensures that timely information on card usage is targeted to the organization level that is most familiar with the cardholder's actual travel and that can best provide command emphasis and oversight on proper use of the travel charge card and timely payment of account balances.


c.  Determining the program hierarchy.  There are some basic tradeoffs to consider in determining the program hierarchy.  As control accounts are established further and further down the organization structure, the information in the contractor’s monthly reports is provided closer and closer to the commanders/managers who best know the cardholders and their actual travel and who can best take immediate corrective action.  In addition, the workload associated with administering the program is distributed over a broader base and the potential for overload on a few program coordinators is avoided.  On the other hand, expanding the number of control accounts will increase the number of program coordinators and can increase the number of account transfers required when cardholders move between subordinate units.  Commanders and managers must weigh these factors and select the proper balance for their organization.

15.  Processing applications.  See paragraph 030502A of Volume 9.  The Statement of Understanding provided in Volume 9 was developed for the express purpose of giving commanders and managers more options in dealing with cardholders who misuse their cards or who become delinquent in their accounts.  When properly completed and signed, the Statement of Understanding makes it a matter of record that the applicant/cardholder understands that he or she has been ordered or directed to do specific things, to include using the card only for official travel and paying all charges upon receipt of the contractor's billing statement.  Within the Army, program coordinators will use the sample formats for the Cardholder Statement of Understanding for Military Personnel enclosed at appendix B or the Cardholder Statement of Understanding for Civilian Personnel at appendix C (Army versions of the DOD Statement of Understanding in Volume 9).


a.  General procedure.  To properly complete the Statement of Understanding, the program coordinator must enter the appropriate amount for the limitation on cash withdrawals (if MACOMs establish more restrictive provisions for temporary increases in cash withdrawals, this portion should also be revised).  The Statement of Understanding must be signed by the applicant and by the applicant's supervisor.  On statements for military personnel, the name of the applicant's

superior commissioned officer must be entered where indicated.  Finally, the applicant must initial each of the six items (in the middle of the statement) that he or she is being specifically ordered or directed to do.  The completed Statement of Understanding must be retained on file by the program coordinator.  


b.  New applications.  Program coordinators will not forward applications on to the contractor until they receive a properly completed Statement of Understanding from the applicant.


c.  Existing cardholders.  Volume 9 and this HQDA letter do not require that a Statement of Understanding be completed by existing cardholders.  The MACOM program managers, however, are hereby  authorized to require their existing cardholders to complete statements within 60 days and to initiate action with the contractor to terminate the cards of those that fail to comply.


d.  Departing personnel.  Reassigned personnel must out-process with their program coordinator.  If a cardholder has a completed Statement of Understanding on file, the losing program coordinator may provide this to the cardholder to be hand carried to their next assignment.  There may be different policies between MACOMs, however, because of the tailoring of travel charge card programs.  For this reason, the program coordinator at the gaining unit is hereby authorized to require an incoming cardholder to complete a new Statement of Understanding within 60 days and to initiate action with the contractor to terminate the cards of those that fail to comply.    

16.  Account transfers.  See paragraph 030503 of Volume 9.  The program coordinator at the losing organization should instruct the departing cardholder to in-process with the program coordinator at their new organizations and should ensure that the contractor is properly advised of the reassignment.  The program coordinator at the gaining organization should ensure that the contractor has transferred the cardholder's account to the new unit-level control account.  In general, organizations should ensure that all newly assigned personnel are screened to determine whether they have a travel charge card, and gaining program coordinators should verify that new cardholders showing up against their control account are in fact assigned to that unit.


a.  Reassignments within a MACOM.  The losing organization will use the contractor's Travel/Maintenance Form to officially notify the contractor of the reassignment, citing the cardholder's name, SSN, and account number and his or her new unit-level control account within the MACOM.


b.  Reassignments between MACOMs.



(1)  The preferred method for handling these reassignments is to transfer the cardholder's account directly from the unit-level control account in the losing MACOM to the unit-level control account in the gaining MACOM. To do this, the contractor needs to know the gaining unit-level control account.  The losing program coordinator should contact the gaining MACOM (see enclosed app D, MACOM program coordinators) to obtain the proper unit-level control account, include it on the Travel/Maintenance Form and forward this form and a copy of the cardholder's PCS orders to the contractor.  In addition, the losing program coordinator will transmit a facsimile copy of the cardholder's PCS orders (annotated with his or her individual account number) to the gaining MACOM.  



(2)  In some cases, the losing program coordinator may not be able to readily identify the departing cardholder's control account in the gaining MACOM.  To facilitate the transfer of cardholder accounts between MACOMs, the contractor has established PCS control accounts for each MACOM  (see enclosed app E).  These PCS control accounts will be used to temporarily carry the accounts of incoming cardholders until they can be transferred to the appropriate unit-level control account.  The program coordinator at the losing MACOM will complete the contractor's Travel/Maintenance Form (including the cardholder's SSN and new MACOM/PCS control account) and forward this form and a copy of the cardholder's PCS orders to the contractor.  In addition, the losing program coordinator will transmit a facsimile copy of the cardholder's PCS orders (annotated with the cardholder's individual account number) to the gaining MACOM.  The gaining MACOM is then responsible for determining the appropriate unit-level control account for the cardholder and for using the Travel/Maintenance Form to officially notify the contractor to transfer the cardholder's account.  (Note: The U.S. Army Corps of Engineers and the Army National Guard are on a different contractor billing cycle than the MACOMs listed at enclosed appendix E.  For reassignments involving these two organizations, the losing program coordinator must cancel the card and advise the cardholder to obtain another card upon arrival at his or her new organization.)


c.  Separation.  For any cardholders who leave the Army through reassignment, discharge, retirement, or death, the losing program coordinator should provide proper notification to the contractor to cancel the card and transfer any delinquent account balances to the Army-level "Separated" account.  This notification must be in writing on organization letterhead and signed by the program coordinator and the cardholder's supervisor or their commander.

17.  In- and out-processing.


a.  Civilian personnel.  Local in- and out-processing procedures and forms for civilian personnel should be revised to require processing with the appropriate program coordinator.


b.  Military personnel.  Action has been taken to revise the Army regulation that governs the in- and out-processing of military personnel (AR 600-8-101) to require processing with the appropriate program coordinator.  In the interim, commands and activities are encouraged to informally implement this requirement, in order to ensure the effective transfer of cardholder accounts. 

18.  Disciplinary and adverse actions.


a.  Civilian personnel.  The Office of the Assistant Secretary of the Army (Manpower and Reserve Affairs) has published guidance on disciplinary and adverse actions related to use of the Government travel charge card in the form of an Employee Relations Bulletin (reference 3e).  This bulletin addresses both misuse of the Government travel charge card and delinquencies.  Supervisors are advised to consult their servicing civilian personnel office before initiating disciplinary or adverse action related to use of the travel charge card.


b.  Military personnel.  Commanders will take appropriate action against soldiers who fail to comply with relevant provisions of Volume 9 (reference 3a) and these instructions, or lawful orders based thereon.  Such action may include, but is not limited to, the following:  (1) counseling, (2) admonition, (3) memorandum of reprimand, (4) bar to reenlistment, (5) administrative separation from the Army, (6) nonjudicial punishment under article 15 of the Uniform Code of Military Justice (UCMJ), and (7) court-martial.  Commanders and supervisors are advised to consult their servicing Judge Advocate General office before initiating disciplinary or adverse action related to use of the travel charge card.

19. Refunds for MACOMs.  The current travel charge card contract provides for refunds associated with official travel to be returned to the Government.  The Government receives 0.65 percent of the charge volume, to include retail charges on individual travel charge cards, charges to centrally billed accounts and improvements in pay practices (ATM cash withdrawals on individual travel charge cards are not included).  The MACOMs will receive refunds from the DFAS-Indianapolis Center.  The contractor pays these refunds three times per year, in accordance with the contract, as follows:  on or about 15 March, 15 June, and 15 September.   Policy of the DOD states the refund is to be returned to the appropriation originally funding the travel.

20.  Contact information.


a.  Contractor.



(1)  The contractor's Phoenix Operations Center should be contacted for all matters involving day-to-day operation of the program.  The address is as follows:  AMERICAN EXPRESS, GOVERNMENT ACCOUNT UNIT, PO BOX 53609, PHOENIX AZ 85072-3609.




(a)  Program coordinators and MACOM program managers may call the contractor for information on such matters as available services, cardholder cancellations and suspensions, name changes, and account transfers.  The toll-free number is 1-800-492-4990.  The fax number is (602) 492-1295.




(b)  Cardholders may call the contractor for information on such matters as account status, the nearest ATM, PIN changes and lost cards.  The 24-hour a day toll-free number is 1-800-492-4922 (the international collect number is 1-602-492-4922).  Cardholders may also check on the nearest ATM by calling 1-800-CASH-NOW.



(2) The contractor's Government Account Manager for the Army should be contacted for setting up new accounts, setting up on-line access, tailoring the program to meet command needs and arranging for contractor on-site training.  The address is as follows:  AMERICAN EXPRESS TRAVEL RELATED SERVICES COMPANY INC, 1655 N FORT MYER DRIVE SUITE 900, ARLINGTON VA 22209.  Program coordinators or MACOM program managers can call the Government Account Manager for the Army at (703) 312-8374.  The fax number is (703) 522-0618.



(3) The contractor's manager for CBAs should be contacted to set up a unit card.  The address is as follows:  AMERICAN EXPRESS TRAVEL RELATED SERVICES COMPANY INC, 1655 N FORT MYER DRIVE, SUITE 900, ARLINGTON VA 22209.  Program coordinators or MACOM program managers may call the CBA manager for the Army at (703) 312-8367.  The fax number is (703) 522-0618.


b.  Army program manager.



(1)  The Army program manager should be contacted for all matters involving DOD and Army policy and relationships/problems involving DFAS or the contractor.  The address is as follows:  ATTN SAFM-FOI, OFFICE OF THE DEPUTY 

ASSISTANT SECRETARY  OF THE ARMY (FINANCIAL OPERATIONS), 109 ARMY PENTAGON, WASHINGTON DC 20310-0109.



(2)  Program coordinators and MACOM program managers can call the Army program  manager  at (703) 697-2233/1812 or DSN 227-2233/1812 (the fax number is (703) 693-1028 or DSN 223-1028).

/signed/

Togo D. West, Jr.

Secretary of the Army
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Appendix A

Government Travel Charge Card--Employee Relations Bulletin #86

DEPARTMENT OF THE ARMY

OFFICE OF THE ASSISTANT SECRETARY

MANPOWER AND RESERVE AFFAIRS

200 STOVALL STREET

ALEXANDRIA, VIRGINIA 22332-0300

April 9, 1997

MEMORANDUM FOR  MACOM CIVILIAN PERSONNEL DIRECTORS

CIVILIAN PERSONNEL ADVISORY CENTER DIRECTORS AND INDEPENDENT REPORTING ACTIVITY CIVILIAN PERSONNEL OFFICERS

SUBJECT:
Government Travel Charge Card -- Employee Relations Bulletin #86

We continue to receive queries regarding proper charges and disciplinary procedures to apply to employees who misuse the government travel charge card or are delinquent in paying the card bill.  The attached Employee Relations Bulletin provides guidance for applying appropriate and effective disciplinary and corrective measures in such cases.

Instances of inappropriate travel card use fall primarily into two categories: a. misuse of the card for purposes not related to official travel and  b. delinquent payments.  We will address each of these categories separately.

Please make this guidance available to your employee relations specialists, personnel generalists, and labor counselors.  It is suggested that this information be shared with supervisors and managers at all levels, the Employee Assistance Program (EAP) Office, and travel card program coordinators.  Adherence to this guidance will support a more effective Government Travel Charge Card Program through the application of appropriate sanctions to those who abuse the privilege.










/signed/

Elizabeth B. Throckmorton

Chief, Policy and Program

   Development Division 

Attachment


[image: image1.wmf]Employee Relations

Bulletin  #86

     April 4, 1997


INTRODUCTION:  This bulletin provides guidance for administering discipline or corrective actions in cases of government travel charge card misuse.  It covers:  establishing the basis for taking a disciplinary action; framing the charges; selecting the appropriate penalty; and following the procedural requirements.


Reference the Office of the Assistant Secretary of the 

Army for Financial Management and Comptroller (ASA(FM&C)) memorandum, dated December 19, 1996, subject:  American Express Government Travel Charge Card.  In the memorandum, ASA(FM&C) points out the travel charge card is essential to the accomplishment of Army’s mission-related TDY travel.  The card program gives Army travelers the freedom and flexibility to perform government travel by using the card for hotels, meals, and miscellaneous expenses without having to obtain a travel advance from the finance office.  The travel charge card is the primary means of up-front funding for these travel expenses.  It is a vital asset that must be protected.  This is a travel card, not a credit card!

CATEGORY 1 - Misuse of the Government Travel Charge Card



BASIS FOR TAKING THE DISCIPLINARY ACTION:  To discipline employees for the misuse of the travel charge card, it is essential to remember that the card is provided only for official travel and travel-related expenses away from the official duty station.  The card and the account are not to be used for personal purposes.  Employees are notified of this restriction when they sign up for the card.  To use the card for other than official business is, therefore, a violation of specific written instructions.  Any use other than official use may subject a person to disciplinary action.

FRAMING OF THE CHARGES:  For there to be a disciplinary action, the agency must be able to establish a nexus between the misconduct and the efficiency of the service, i.e., there must be a direct relationship between the articulated grounds for the adverse personnel action and either the employee’s ability to accomplish his or her duties satisfactorily or some other legitimate governmental interest promoting the efficiency of the service.  The following are examples of ways to establish or support nexus in cases of misuse of the card.


a.  The American Express Company entered into an 

agreement beneficial to Army.  The card’s use simplifies TDY travel and saves Army money by reducing travel cost.  Proper use of the travel charge card reduces the cost of providing advance travel funds.  


b.  Though the card is government-sponsored, it is issued to the employee.  This means that the employee is personally responsible for charges made on the card.   


c.  In proving that disciplinary action is appropriate for the efficiency of the service, the agency should argue that the appropriate use of the government travel charge card is essential for the efficient administration of official government business.  To establish this, the agency should explain why the government has chosen to use the credit card.   


The type charges that may be brought against employees who misuse the card will be dictated largely by the circumstances in each case and what can be specifically proven.  The policy guidelines and procedures of Change 5, Army Regulation 690-700, Chapter 751, can serve to help make this determination.  The travel card misuse may fall into one of the following categories of charges:  (1) failure to follow written instructions; 

(2) conduct unbecoming a Federal employee; and (3) misuse of a government travel charge card.  Charge (1) is the preferred charge especially if written documentation is available in the form of the agreement the employee signed that specifies that the card is for official use only.


The choice of a single charge or multiple charges will depend on the circumstances of each case.  The Civilian Personnel Advisory Center (CPAC) will assist management in framing the appropriate charges and specifications.  The proposal and decision letters must be coordinated with the local labor counselor.   

SELECTING THE APPROPRIATE PENALTY:  There is a wide range of corrective actions and penalties available in cases where misuse of the travel charge card has occurred.  The ultimate decision concerning the appropriate type of disciplinary action that may be imposed depends upon the circumstances of each individual case.  Army activities have reported successfully employing measures that include:  (1)  dismissals; (2) suspensions; 

(3) formal counseling; (4) alternative discipline; (5) referrals to the EAP Office for counseling; and (6) formal reprimands.


There are also some recent Merit Systems Protection Board (MSPB) cases concerning misuse of the government travel card.  The following two cases  demonstrate the rationale given by MSPB for sustaining or modifying the charges.


a. In Kye v Defense Logistics Agency (DLA), 64 M.S.P.R. 570 (1994), the appellant petitioned for review of the initial (November 12, 1993) decision that sustained her removal for the following charges:  failure to safeguard government credit card and personal identification number; failure to follow specific instructions for reporting loss, theft, or compromise of the government credit card; misuse of government credit card (improper charges); and providing false information in an agency investigation.  The MSPB reversed the initial decision, and the penalty was mitigated to a 45-day suspension.  The Board considered the charges serious but took into account the failure to sustain all of the charges; the appellant’s excellent, unblemished record; and taking full responsibility to repay improper charges (over $2,000 in cash withdrawals).  The suspension of 45 days, rather than removal, was considered the maximum reasonable penalty for the sustained charges against the appellant, which included all of the above charges with the exception of the charge of “providing false information in an agency investigation.”  The appellant in this case encumbered a GS-12 Supervisory General Supply Specialist position.


b. In Baracker v Department of the Interior, 70 M.S.P.R. 594 (1996), the appellant, a Senior Executive Service employee, was suspended for 15 days for misuse of the government credit card.  In this decision, the Board held that the agency was not required to prove intent in order to sustain a charge against the employee of misuse of the government credit card.  The Board sustained the 15-day suspension.  The Board found that the employee did not dispute the administrative judge’s findings that the employee used the government travel card to take trips for his personal convenience and not for official government business, and that those instances constituted misuse of the government travel card.  The employee argued that the agency may discipline him only if he intentionally misused the card, and since he did not have this intent, the Board should disapprove the adverse action the agency took against him.  The Board rejected his argument holding, first, that the agency need not prove intent and, second, that the agency, in this case, had proven intent.  It had provided him with rules for the card’s use and the employee had signed a document approximately six weeks before the first instance of misuse indicating that he had received, read, and understood the agency’s memorandum regarding official card use.  


The general guidelines and practices regarding the procedural due process requirements, e.g., notice of proposed action, opportunity to reply, consideration of the Douglas Factors, etc., that are necessary for applying discipline in other situations are applicable for these cases.  


Supervisors should consider the following in applying disciplinary action in cases of government travel card misuse:  The discipline must be severe enough to effect the desired corrective action, and should be in balance with the severity of the offense.  In cases of this type, you will often find underlying personal problems such as alcohol and/or financial problems that contribute to the misconduct.  Supervisors are encouraged to refer the employee to the Employee Assistance Program (EAP) Office for financial management or other counseling, as appropriate, when there is evidence that the employee is experiencing financial difficulty or other personal problems.  Counseling and referrals, however, do not preclude the initiation of disciplinary actions.

CATEGORY 2 - Delinquent Payments


An agency may discipline an employee for failure to pay the debt incurred with a government travel card.  In addition, the agency may take administrative actions which are separate from disciplinary and adverse actions.  Delinquency may accompany or may be indicative of personal problems employees may be experiencing.  Counseling of these employees by the 

supervisor or referring these employees to the EAP Office may reveal various reasons for such delinquencies, ranging from not having received travel reimbursement to financial hardship due to personal problems.


Finally, employees should be advised that they may 

face adverse consequences for delinquent accounts.  The American Express Company is taking actions such as the following in cases of travel card delinquencies:  cancellation of the cards; negative reporting to national credit bureaus; and possible garnishment of wages.

PREVENTING MISUSE - The most effective way to prevent government travel card abuse is to ensure that employees clearly understand what constitutes proper and improper use of the travel card privilege.  Training on how to use the cards through local written guidance, briefings at the time the card is issued, publishing items in local newsletters, and using other published material are all effective as vehicles for providing guidance on appropriate card use.  Periodic reminders will help in refreshing what is contained in the card agreement about the “official-use-only” policy.

Appendix B

Sample Format for Cardholder Statement of Understanding for Military Personnel

I certify that I have read the DOD Government travel charge card policy and procedures contained on the card-contractor's application. I understand that I am authorized to use the card only for those necessary and reasonable expenses incurred by me for official travel as authorized and validated by travel orders.  I will abide by these and other instructions issued by the Department of Defense (DOD), the Army's program manager and my program coordinator for use of the Government travel charge card issued to me for the explicit purpose of conducting official Government travel.


The above limitation on card usage also applies to automated teller machine (ATM) withdrawals.  The amount of cash withdrawals may not exceed the amount stated on my travel orders and may not exceed (dollar amount) per month.  If my account is not delinquent and my travel orders authorize a larger advance, I can request a temporary increase in the cash withdrawal limit up to $ 4,000 by calling the card contractor at 1-800-492-4922 (or 1-800-CASH-NOW).  I will make every effort to avoid making cash withdrawals to pay for expenses that can properly be charged to the card.


I understand that I am ordered by (rank and full name), my superior commissioned officer, specifically to--

- Abide by all rules and regulations with respect to the card.          

          
_____

- Use the card only for official travel validated by travel orders.                 
          
_____

- Pay all my charges so that payment is received by the contractor

      within 30 days of the closing date indicated on the monthly billing

      statement.









_____

- Contact my program coordinator immediately if, due to disbursing 

    office process delays, I have not received payment by the time 

    the card contractor's bill is due.                                              



_____

- Notify my program coordinator of any problems with respect to my use 

    of the card.                                                                     



_____

- Notify the card contractor and my program coordinator if my card or 

    travelers checks are lost or stolen.                                            


_____



     (applicant must initial all of the above provisions)


I further understand that I can be prosecuted under article 90 and article 92, Uniform Code of Military Justice (UCMJ), for violating the lawful order above (the maximum punishment for which is confinement for 5 years, forfeiture of all pay and allowances, a dishonorable discharge, and reduction to the lowest enlisted grade) or may be otherwise disciplined as deemed appropriate.  I also acknowledge the right of the card contractor or my program coordinator to revoke or suspend my card privileges if I fail to abide by the terms of this agreement or the agreement I have signed with the card contractor.

     (Applicant's signature)

   
 (Supervisor's authorization)

     (Applicant's printed name)
   

 (Supervisor's series/grade/title)

Appendix C

Sample Format for Cardholder Statement of Understanding for Civilian Personnel


I certify that I have read the DOD Government travel charge card policy and procedures contained on the card-contractor's application.  I understand that I am authorized to use the card only for those necessary and reasonable expenses incurred by me for official travel as authorized and validated by travel orders.  I will abide by these and other instructions issued by the Department of Defense (DOD), the Army's program manager, and my program coordinator for use of the Government travel charge card issued to me for the explicit purpose of conducting official Government travel.


The above limitation on card usage also applies to automated teller machine (ATM) withdrawals.  The amount of cash withdrawals may not exceed the amount stated on my travel orders and may not exceed (dollar amount) per month.  If my account is not delinquent and my travel orders authorize a larger advance, I can request a temporary increase in the cash withdrawal limit up to $ 4,000 by calling the card contractor at 1-800-492-4922 (or 1-800-CASH-NOW).  I will make every effort to avoid making cash withdrawals to pay for expenses that can properly be charged to the travel charge card.


I understand that the issuance of this card to me is an extension of the employer-employee relationship and that I am being directed by my supervisor specifically to--

- Abide by all rules and regulations with respect to the card.                       

_____

- Use the card only for official travel validated by travel orders.                  

_____

- Pay all my charges so that payment is received by the contractor 

    within 30 days of the closing date indicated on the monthly billing

    statement.









_____

- Contact my program coordinator immediately if, due to disbursing 

    office process delays, I have not received payment by the time 

    the card contractor's bill is due.                                              
 


_____

- Notify my program coordinator of any problems with respect to my 

    use of the card.                                                                 



_____

- Notify the card contractor and my program coordinator if my card 

    or travelers checks are lost or stolen.                                          


_____

                   (applicant must initial all of the above provisions)


I also understand that failure on my part to abide by these rules or my misuse of the card may result in disciplinary action being taken against me.  I also acknowledge the right of the card contractor and/or my program coordinator to revoke or suspend my card privileges if I fail to abide by the terms of this agreement or the agreement I have signed with the card  contractor.

     (Applicant's signature)

    
(Supervisor's authorization)

     (Applicant's printed name)
    

(Supervisor's series/grade/title)

Appendix D

MACOM Program Coordinators

MACOMs are requested to provide updated information on their MACOM-level program coordinators to the Army program manager, as needed.

ATTN AMCRM-F (ED HAFFNER)






ARMY MATERIEL COMMAND




5001 EISENHOWER AVENUE

ALEXANDRIA VA  22333-0001

Phone: (703) 617-9260

DSN: 767-9260

Fax:   (703) 617-3860

DSN: 767-3860

E-mail: ehaffner@hqamc.army.mil

ATTN  NGB-ARC-M (MARVOL ALEXANDER)

ARMY NATIONAL GUARD

111 S GEORGE MASON DRIVE

ARLINGTON VA  22204-1382

Phone: (703) 607-7515

DSN: 327-7515

Fax:   (703) 607-7586

DSN: 327-7586

E-mail: alexandm@arngrc-emh2.army.mil

ATTN CISP-RM-MS (MIKE HOLLAND)

CRIMINAL INVESTIGATION COMMAND

6010 6TH STREET

FORT BELVOIR VA  22060-5506

Phone: (703) 806-0191

DSN: 656-0191

Fax:   (703) 806-0138

DSN: 656-0138

E-mail: hollandm@cidc.belvoir.army.mil

ATTN EARM-M (IRMA OCEGUEDA)

EIGHTH US ARMY

UNIT 15236

APO AP 96205-0009

Phone: 011-822-7915-2639
DSN: 315-725-2639

Fax:   011-822-7913-6149
DSN: 315-723-6149

E-mail: oceguedai@usfk.korea.army.mil

ATTN AFRM-RI-PS (NANCY SMITH)

US ARMY FORCES COMMAND

BLDG. 200

FORT MCPHERSON GA  30330-6000

Phone: (404) 464-6625

DSN: 367-6625

Fax:   (404) 464-5755

DSN: 367-5755

E-mail: smithn@ftmcphsn-emh1.army.mil

ATTN IARM-F-SFAO (CPT GLENN SIMPKINS)

US ARMY INTELLIGENCE AND SECURITY COMMAND

8825 BEULAH STREET

FORT BELVOIR VA  22060-5246

Phone: (703) 706-2111

DSN: 235-2111


Fax:   (703) 806-1147

DSN: 656-1147

Email: gtsimpk@vulcan.belvoir.army.mil

ATTN ASRM-F-MA (MAUREEN KELLY)

ARMY SIGNAL COMMAND

BLDG 61801 GREELY HALL

FORT HUACHUCA AZ  85615-5000

Phone: (520) 538-0221

DSN: 879-0221

Fax: (520) 538-2254

DSN: 879-2254

E-mail: KELLYM@huachuca-emh12.army.mil

ATTN ANRM-FDR (PATTI GUYER)

MILITARY DISTRICT OF WASHINGTON

FORT LESLEY J. MCNAIR

103 3RD AVENUE

BLDG 39 ROOM 12

WASHINGTON DC  20319-5050

Phone: (202) 685-3258

DSN: 325-3258

Fax:   (202) 685-3213

DSN: 325-3213

E-mail:  guyerp@mcnair-emh2.army.mil

ATTN  MCRM-F (SANDRA LANG)

US ARMY MEDICAL COMMAND 

BLDG 2792  ROOM 20

2050 FORT WORTH RD  

FORT SAM HOUSTON, TX  78234-6000

Phone: (210) 221-7201

DSN: 471-7201

Fax:   (210) 221-7880

DSN: 471-7880

E-mail:  Sandra_Lang@medcom1.amedd.army.mil

ATTN MRM-FM (MAJ MARIE MAY)

US ARMY MILITARY ENTRANCE PROCESSING COMMAND

2500 GREEN BAY RD

NORTH CHICAGO IL  60064-3094

Phone: (847) 688-3860x7333
DSN: 792-3860 x7333

Fax:   (847) 688-6284

DSN: 792-6284

E-mail: MMay@mepcom-smtp.army.mil

ATTN  MTRM-B (RON SZATMARY)

MILITARY TRAFFIC MANAGEMENT COMMAND

5611 COLUMBIA PIKE

FALLS CHURCH VA  20041-5050

Phone: (703) 681-6100

DSN: 761-6100

Fax:   (703) 681-4795

DSN: 761-4795

E-mail:  szatmarr@baileys-emh5.army.mil

ATTN  CFSC-FM (DAN YOUNT)









US COMMUNITY FAMILY SUPPORT CENTER

2461 EISENHOWER AVENUE

ALEXANDRIA VA  22331-0506

Phone: (703) 325-1650

DSN: 221-1650


Fax:   (703) 325-5906

DSN: 221-5906


E-mail:  yountd@hoffman-cfsc.army.mil

ATTN CFSC-FM (KATHY BOIVIN)

US COMMUNITY FAMILY SUPPORT CENTER

2461 EISENHOWER AVENUE

ALEXANDRIA VA  22331-0506

Phone: (703) 325-5782

DSN: 221-5782

Fax:   (703) 325-5906

DSN: 221-5782

E-mail:  BOIVINK@hoffman-cfsc.army.mil

ATTN JRRS-PBD (MAGGIE O'BRIEN)

OA-22

6601 ARMY PENTAGON

WASHINGTON DC  20310-6601

Phone: (703) 695-7854

DSN: 225-7854

Fax:   (703) 614-5087

DSN: 224-5087

E-mail:  obriema@hqda.army.mil

ATTN  DAAR-CO (LTC CAROLYN BEALE)

OFFICE OF THE CHIEF OF THE ARMY RESERVE

1815 N FORT MYER DRIVE

ARLINGTON VA  22209-1808

Phone: (703) 696-6208

DSN: 426-6208

Fax:   (703) 614-6247

DSN: 224-6247

E-mail:  beale@pentagon-ocar1.army.mil

ATTN  ATRM-AT (JORGE RAMIREZ)




US ARMY TRAINING AND DOCTRINE COMMAND

BLDG. 5E

FORT MONROE VA  23651-5000

Phone: (757) 727-4223

DSN: 680-4223

Fax:   (757) 727-4397

DSN: 680-4397

E-mail:  Ramirez@emh10.monroe.army.mil

ATTN  CERM-F (GEORGE BEAIL)

US ARMY CORPS OF ENGINEERS

20 MASSACHUSETTS AVENUE NW

WASHINGTON DC  20314-1000

Phone: (202) 761-0076

DSN: 763-0076

Fax:   (202) 761-0970

DSN: 763-0970

E-mail:  george.beail@inet.hq.usace.army.mil

ATTN  CERM-F (MARGO SHERIDAN)

US ARMY CORPS OF ENGINEERS

20 MASSACHUSETTS AVENUE NW

WASHINGTON DC  20314-1000

Phone: (202) 761-7040

DSN: 763-7040



Fax:   (202) 761-0970

DSN: 763-0970

E-mail:  margo.sheridan@inet.hq.usace.army.mil

ATTN  AEAFC (SFC EDWIN LADIG)

US ARMY EUROPE AND SEVENTH ARMY

UNIT 29001-08 (FAD)

266TH FINCOM

APO AE 09014

Phone: 011-49-6221-57-7977


Fax:   011-49-6221-57-7929


E-mail:  ladig@heidelberg-emh11.army.mil

ATTN  AFRC-COF-B (BARBARA WHRITENOUR)

US ARMY RESERVE COMMAND

3800 CAMP CREEK PKWY SW

ATLANTA GA  30331-5099

Phone: (800) 359-8483 x7828


           (404) 629-7855

Fax:   (404) 629-7849

E-mail:  whritenour@usarc-emh2.army.mil

ATTN  RCRM-SFA (LARRY SCHROER)

US ARMY RECRUITING COMMAND

BLDG 1037 3RD AVENUE

FORT KNOX KY  40121

Phone: (502) 626-0679

DSN: 536-0679

Fax:   (502) 626-0909

DSN: 536-0909

E-mail:  schorerl@emh2.usarec.army.mil

ATTN  APRM (ADMIN) (CPT FENNER)

US ARMY PACIFIC COMMAND

FORT SHAFTER HI  96858-5100

Phone: (808) 438-2282

DSN: 315-438-2282

Fax:   (808) 438-8954

DSN: 315-438-8954

E-mail:  fennerd@shafter-emh3.army.mil

ATTN  SORM-MA (ANA PEREZ)

US ARMY SOUTH

UNIT 7111

APO MIAMI, FL  34004

Phone: 011-507-287-4761
DSN: 287-4761

Fax:   011-507-287-5102
DSN: 287-5102

E-mail:  aperez@usarso-lan1.army.mil

ATTN  SORM-MA (GEORGE ALLEN)

US ARMY SOUTH

UNIT 7111

APO MIAMI, FL  34004

Phone: 011-507-287-3662
DSN: 287-3662

Fax:   011-507-287-5102
DSN: 287-5102

E-mail:  GAllen@usarso-lan1.army.mil

ATTN  AOFI-RM-BOD (EMILY JOHNSON)

US ARMY SPECIAL OPERATIONS CENTER

1 DESERT STORM DRIVE BLDG E2929

FORT BRAGG NC  28307-5200

Phone: (910) 432-9111

DSN: 239-9111

Fax:   (910) 432-8655

DSN: 239-8655

E-mail:  johnsone@soc.mil

ATTN  MARM-MS (MARIE GOODWIN)

US MILITARY ACADEMY

TAYLOR HALL 4TH FLOOR

WEST POINT NY  10996

Phone: (914) 938-2639

DSN: 688-2639

Fax:   (914) 938-5282

DSN: 688-5282

E-mail:  ym0990@sunams.usma.army.mil

Appendix E

MACOM PCS Control Accounts

AMC






OCAR

3782-750170-11000



3782-750280-11007

CID






TRADOC

3782-750190-11008



3782-750290-11006

EUSA






USARC


3782-750200-11005



3782-750320-11001

FORSCOM





USAREC

3782-750210-11004



3782-750330-11000

INSCOM





USAREUR

3782-750220-11003



3782-750350-11008

MEDCOM





USARPAC

3782-750230-11002



3782-750360-11007

MEPCOM





USARSO

3782-750240-11001



3782-750380-11005

MDW






USASOC

3782-750250-11000



3782-750390-11004

MTMC





USMA

3782-750260-11009



3782-750410-11000

NAFI (CFSC)





OA-22 (OSA)

3782-750420-11009



3782-750270-11008

NOTE:  For reassignments into or out of the U.S. Army Corps of Engineers or the Army National Guard, see guidance at paragraph 16b, Reassignments between MACOMs.
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